**Como evitarlo**

* 1) No aceptes a desconocidos en las redes sociales, juegos online y servicios de mensajería.
* 2) Permite a tus padres realizar una rigurosa supervisión de las redes sociales que tienes, esto para que ellos puedan brindarte algunas pautas o normas para usarlas, por ejemplo, que supervisen que no compartas información íntima o privada a través de las redes

sociales.

* 3) No compartas fotos personales, ya que estas pueden dar información que puede ponerte en riesgo y permitir tu ubicación, y más si no tienes habilitada la configuración privada de tu cuenta.
* 4) Bloquea a los contactos de redes sociales que realicen propuestas incómodas o que comiencen conversaciones inapropiadas.
* 5) Nunca envíes fotografías o videos en los que estés con poca ropa, o que se preste a malentendidos. Estos archivos pueden ser usados en chantajes.
* 6) Habla con tus padres si un amigo de una red social pide conocerte personalmente. No accedas a tener citas con personas que has conocido a través de Internet.
* 7) Nunca borres las conversaciones con el groomer o acosador, aunque sea desagradable, esta puede servir como evidencia para hacer una denuncia: pantallazos, mensajes de WhatsApp o correos enviados, entre otros.